CHAPTER: ICT APPLICATION IN HEALTHCARE
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[bookmark: _Toc527627188]INTRODUCTION
In an increasingly digital world, there is growing recognition that information and communication technologies (ICT) must be integrated into the health sector.  ICT is inevitable for cost-effectiveness of healthcare services and to improve efficiencies of health systems.  Alike the World Health Organization (WHO), this document uses the term ‘eHealth’ to describe the use of all forms of ICT for health. EHealth has been often described as a means to ensure the provision of the correct health information and services to the right person at the right place and time in a secure, electronic manner to optimize the quality and efficiency of health care delivery, research, education and knowledge. The daily business of health relies on information and communication and, increasingly, on the technologies that enable it, at every level and in every context. The strategic deployment of eHealth can support improving the ability of systems to plan, budget and deliver services, as well as planning and coordinating decentralized health systems. There is an increasing trend in the governments’ recognition of the importance of eHealth and gradual efforts to develop and adopt national policies, strategies and regulatory frameworks for eHealth. This is consistent with the announcement of WHO that universal health coverage is achievable with the diffusion of eHealth. 
The following guidelines address key aspects for developing eHealth capabilities in social security institutions. They take into account the diversity of mandate and services provided in the health and medical areas. While this chapter focuses on specific eHealth matters, the application of ICT for implementing general social security processes and ICT capabilities are covered by the overall ISSA Guidelines on ICT. Given that these guidelines are cross cutting with other ISSA Guidelines, references are made where deemed relevant and necessary.  
The specific guidelines in this section are:
· Framework on eHealth: ICT Policy, strategy, and regulations for Healthcare
· ICT-based implementation of healthcare services in management and support functions
· Electronic health record (EHR) systems
· eHealth interoperability at institutional, national and international levels
· The application of mHealth
· Provision of Telehealth – the practice of medicine at a distance
· The use of social media to communicate on health related matters
· Potential uses of emerging technology, big data and new data sources.
· Specific Data Protection and Privacy considerations
· Permanent evaluation of ICT health applications and services
[bookmark: _GoBack]These guidelines are primarily intended to provide orientations to the ICT unit on implementing and providing adequate eHealth-enabling tools and services to the business areas.  They also aim at providing guidance to the institution’s management and business areas on the main eHealth aspects to cover. In addition, these guidelines may mean that the technical development and operational teams will have to adapt their skills, and they will help identify new skills requirements.

[bookmark: _Toc527627189]Guideline 1: Framework on eHealth: ICT Policy, strategy, and regulations for Healthcare
The institution establishes a framework on eHealth complying with the national eHealth strategy, policies and legal frameworks as they lay out the vision, objectives, action plan, and monitoring framework of the national system for eHealth. The institution follows the national eHealth regulations in order to adhere to the national elements of governance and standards.
The national legal framework for eHealth includes regulations for the transfer and use of information between healthcare workers and patients, meanwhile addressing issues of privacy and confidentiality, and rules on access and sharing rights. 
Structure
· The board, with the assistance of the management, the ICT unit and business areas, should establish an institutional eHealth framework that is consistent with the institution’s mission and its governance structures, and is coherent with the national ICT policies, strategy, regulations and legal framework for healthcare. 
· The management should commission the ICT and Health Units to develop the eHealth framework comprising a medium term plan for the various application of ICT in healthcare should be prepared taking into account infrastructure and communication services available, and should describe the scope of resulting services and their benefits, as well as the required level of investments.
· The eHealth framework should follow ISSA Guidelines for Governance and Management of ICT laid out in this set of Guidelines Section A.1 and similarly for guidelines on Data Security and Privacy recommended in Section B.2. The guideline on “Specific Data Protection Consideration” in this chapter should also be observed. 
Mechanism
· The ICT unit and the Health business areas should develop an eHealth framework with endorsement from the board, and communicate this framework throughout the institution with the assistance of the management. The communication could be via a policy statement which establishes the main principles and governance approach of the framework. 
· The management, under the directions from the board, should lay out an implementation roadmap with achievable goals, concrete processes and practices. It structures activities over the medium term, while building a foundation for the long term.
· The management should elaborate on duties and responsibilities of specialized units where applicable to ensure the implementation of the roadmap while ensuring accountability and conformance with the governance framework. 
· The management should communicate the framework throughout the institution highlighting that it: 
· follows national eHealth regulations in order to adhere to the national elements of governance and to comply with the national health standards;
· enables transformation of the institution’s vision of ICT application in healthcare into an actionable strategy; and
· allows the system to operate in a way that protects public health, including by preventing development of illicit markets of medicines, medical devices and unauthorized health products and services.


[bookmark: _Toc527627190]Guideline 2: ICT-based implementation of healthcare services in management and support functions 
The institution systematically applies ICT to improve quality of healthcare and efficiency of services for the benefit of the institution and beneficiaries in various institutional processes. This includes but not limited to the use of ICT in healthcare planning, decision making, delivery of patients’ services, claim reimbursement, e-prescriptions, e-sickness leave certificates, fraud detection, procurement, stock management and facility performance evaluation. 
Structure
· The management, through the institutional strategic plan, should select and communicate the particular services that will deploy eHealth based on the needs of the institution and beneficiaries, and provide fund for rolling out such services.
· The management should commission the ICT and health-related units to prepare and implement specific plans, while it should provide the necessary means for effective implementation of eHealth by signing agreements with infrastructure providers, and purchasing required software and hardware equipment from suppliers. 
· The ICT unit should provide technical support for the kick-off, implementation, maintaining and sustaining the services.
· The institution eHealth services delivery should be aligned with Chapter A.4 of these Guidelines on “ICT Service Delivery” as well as ISSA Guidelines on Service Quality; meanwhile, observing relevant guidelines of this chapter namely; guidelines on ICT policy, strategy, and regulations for healthcare; eHealth interoperability at institutional, national and international levels; Specific Data Protection considerations; and Permanent evaluation of ICT health applications and services.
Mechanism
· The ICT unit and the business areas, particularly those managing health-related services, should define and implement a work-plan for systematically applying ICT in health-related services such that:
· ICT-based health services are well integrated within the existing ICT systems and mainstream institution’s business processes so they are easily accepted and used by staff.
· ICT-based health services interact with the institution’s Master Data for managing the core information.
· Web and mobile technologies are used to facilitate customers’ accessibility and complying with accessibility standards for persons with disabilities.
· The systems monitor the facility’s performance indicators in order to report on current trend and future projections to support decision making.
· The ICT unit should carry out an infrastructure deployment plan in order to ensure the availability of software and hardware required for operating eHealth services.
· The ICT unit should provide the necessary support for electronic management of stock of medical supplies and equipment in order to prevent shortage and ensure continuous supply.
· The management should ensure the necessary human resources are deployed for service delivery, and follow-up on service quality, in accordance with its operational framework.
· The institution should introduce a training system suited to health service users and its professionals in order to ensure that ICT-based services are used efficiently, safely and protectively.
[bookmark: _Toc527627191]Guideline 3: Electronic health record (EHR) system
The institution has an electronic real-time, patient-centred records that provide immediate and secure information to authorized users, and the EHR system operates within the relevant national policies and legal framework and is well-integrated within other health information systems such as; the national EHR system, and with the social security information system.  
The EHR is a longitudinal electronic record of patient health information generated by one or more encounters in any care delivery setting. Included in this information are patient demographics, progress notes, problems, medications, vital signs, past medical history, immunizations, laboratory data, diagnoses and treatment, medications, allergies, immunizations, as well as radiology images and laboratory results.
Structure
· The management should adopt a strategy to improve effectiveness, quality and efficiency of healthcare services delivery by utilizing EHR system. 
· The management should commission the ICT and health Units the implementation of an EHR system.
· The institution’s EHR system should be interoperable with national health records to make a patient’s medical history accessible - upon authorization - to health professionals in health care facilities. It also provides relevant linkages to related services; such as pharmacies, laboratories, specialists, and emergency and medical imaging facilities.
· EHR information should be codified and classified in such a way as to ensure interoperability at regional, national and international levels. 
· The management should commission the ICT Unit to implement specific data quality assurance and data management measures for the EHR.
· Through the ICT unit, the institution should ensure the service continuity and technical support of EHR system. 
· The institution’s EHR system should conform to the guidelines of Chapter A.5 on “Data and Information Management” and relevant guidelines of this chapter namely: on data security and evaluation.
· The EHR system should follow the International Standards Organisation regarding privacy and security requirements of EHR systems (ISO/TS 14441:2013).
Mechanisms
· The ICT and health Units should implement an EHR system as part of its internal system. The EHR should include the patient’s health and medical history.
· The EHR system should follow common terminology and clinical coding systems (e.g. SNOMED Clinical Terms[footnoteRef:1], NOMESCO 46 for classification of surgical procedures[footnoteRef:2], ICD-11 International Classification of Diseases[footnoteRef:3]). [1:  https://www.snomed.org/snomed-ct ]  [2:  https://rafhladan.is/bitstream/handle/10802/8074/NCSP_1_05.pdf?sequence=1 	]  [3:  http://www.who.int/classifications/icd/revision/en/ ] 

· The ICT Unit, with the resources made available by the management, should provide the necessary hardware and software for EHR system operation along with the technical support and human resources required.
· The ICT Unit should implement specific data quality assurance measures for the EHR.
· The institution should train designated staff on the use of the EHR system to allow smooth implementation.
· The management should enforce rules that covers all guarantees given to patients for the protection of privacy and safeguarding their digital data.
[bookmark: _Toc527627192]Guideline 4: eHealth interoperability at institutional, national and international levels
The institution’s various electronic health applications are interconnected through standardized interoperability mechanisms with consistent flow of information to ensure complementarity of services and no contradiction or duplication of data. All operates in harmony with the social security information system, disability benefits whenever relevant, and with the national health services and/or national health insurance architecture. 
eHealth interoperability covers institutional, national and international system interaction.
Implement proven and established international standards and coding systems from the beginning of any development and deployment. HL7 international standards guide information package, communication from one party to another, setting the language, structure, and data types for seamless integration between systems. DICOM (Digital Imaging and Communications in Medicine) is the international standard to transmit, store, retrieve, print, process, and display medical imaging information. LOINC is the universal standard for identifying health measurements, observations, and documents. SNOMED CT is a systematized nomenclature of clinical terms. These capabilities enable the institution to be integrated within national health services and/or to national health insurance systems.
Structure
· The board and management should establish a policy on adopting health interoperability standards in accordance to national strategies and standards. 
· The board and management should establish roles and responsibilities on defining and managing interoperable processes and standards for eHealth involving ICT and health areas. 
· The board should formalize the participation of the institution in national health services and/or health insurance systems involving interconnection and data exchange. It should also establish agreements for interoperability and exchange of health data with organizations outside the national systems. Attention should be given to health-related interoperability conditions that are included in the administrative arrangements of international agreements involving health services and medical certifications.
· The interoperability mechanisms should comply with data protection regulations, medical confidentiality regulations and standards as well as data security and privacy standards and institutional measures.
· The institutional eHealth interoperability mechanisms should be based on the institutional interoperability framework recommended in this set of Guidelines, on Section B.1, Interoperability, on Section B.2 Data Security and Privacy, on Section C1 on Master data governance and master data management, on Section C2: ICT-based implementation of international agreements as well as on international health interoperability standards HL7, DICOM, LOINC, and SNOMED CT. 
Mechanisms
· The ICT unit,  together with the related business units, should:
· Define reference architectures specifying actors (e.g. sub-systems, departments, institutions, etc.), types of data (e.g. EHR, administrative health data, etc.) and the standards used in intra-institution and cross-institution interoperability scenarios;
· Define approaches (using health interoperability standards) for implementing cross-department and cross-institutional processes involving health data; and
· Establish and manage institutional capacity and implementation plans on relevant international interoperability standards.
· The ICT unit should implement eHealth interoperability mechanisms to support the interconnection of health applications at national and international levels: The implementation of national health services may require: 
· Exchanging personal Electronic Health Records (EHR) with other institutions; and
· Developing gateways and data transformation mechanisms enabling the interoperability between health-related information system and others, notably related to other social security benefits. 
· The implementation of national health insurance systems comprise health and administrative social security data and may require interconnecting different types of organizations, such as: 
· Insurance administration;
· Medical service providers; and
· Social security administrations.
· International data exchange systems involving health-services and medical certificates should be based on using health interoperability standards agreed by the involved parties.
· The implementation of interoperable mechanism with a main master data should be in line with Section C1 on master data governance and master data management.  

[bookmark: _Toc527627193]Guideline 5: The application of mHealth
The institution defines an implementation strategy for mobile ICT applications in order to support its healthcare system and services.
Mhealth is the medical and public health practice supported by mobile devices, such as mobile phones, patient monitoring devices, personal digital assistants, and other wireless devices. Mhealth has been shown to increase access to health information, services and skills, as well as promote positive changes in health behavior to prevent the onset of acute and chronic diseases. Mhealth capitalizes on the use  of mobile phone’s core utility of voice and short messaging service (SMS) as well as more complex functionalities and applications including general packet radio service (GPRS), third and fourth generation mobile telecommunications (3G and 4G systems), global positioning system (GPS), and Bluetooth technology.
Structure
· The board and management should defines a strategy concerning the adoption of mobile technology with the aim of improving the quality of the institution’s service and the effectiveness of its administration. 
· The management, with the assistance of the ICT and business units, should establish priorities for mobile-based services of interest to the institution taking into account infrastructure, communication services available to users, and cost.
· The ICT unit should specify institutional technical standards on mobile technologies, and determine duties and responsibilities regarding their application and management.
· The management should conclude the necessary agreements with telecommunication companies for the maintenance of the various forms of identification.
· Communications security should be ensured through measures in Chapter B.2 on “Data Security and Privacy”. 
· The implementation of mHealth applications should be based on the institutional framework for eHealth, on the data protection mechanisms and permanent evaluation practices recommended in this section as well as on Section B.3 on “Mobile Technologies”.
Mechanisms
· The ICT unit and the health-related business areas should develop a workplan, in line with the management strategy for the adoption of mobile technologies for health applications. The plan should include a set of identified services and their advantages to internal and external users. 
· The plan takes account of the technological parameters and costs and envisage standards and tools for the comparative assessment of functionality, scalability and comparative value of mHealth solutions.
· The ICT unit should ensure that the design of mobile services takes account of unidirectional, bidirectional and mobile office modalities and the need to integrate them with other services; a combination of these approaches may be considered.
· The ICT unit, with assistance from specialized units, should prepare a training plan for all those involved in the provision and maintenance of the services.
· The management should ensure technical and operational coordination with telecommunications companies within the framework of existing agreements.
[bookmark: _Toc527627194]Guideline 6: Provision of Telehealth – the practice of medicine at a distance
The institution defines a strategy for providing telehealth services in at least one discipline; including but not limited to: teleradiology, teledermatology, telepathology, telepsychiatry, and remote patient monitoring. 
Telehealth is an interaction between a health care provider and a patient when the two are separated by distance. Telehealth services are deployed either synchronously or asynchronously in order to exchange information for the diagnosis, follow up, and treatment of diseases and injuries; research and evaluation; and for the continuing education of health professionals. 
Structure 
· The board and management should establish a strategy concerning the adoption of Telehealth/telecommunication either synchronously or asynchronously.
· The management, with the assistance of the ICT and business units, should establish priorities of telehealth application of interest to the institution taking into account infrastructure, communication services available to users, and cost.
· The management concludes the necessary agreements with telecommunications companies for the maintenance of the various forms of infrastructure and technology required.
· The ICT unit should specify institutional technical standards on relevant technologies, and determine duties and responsibilities regarding their application and management.
· Communications security should be ensured through measures in Chapter B.2 on “Data Security and Privacy”, while Interoperability standards should be enforced particularly through the DICOM[footnoteRef:4] (Digital Imaging and Communications in Medicine) standard whenever relevant. [4:  DICOM (Digital Imaging and Communications in Medicine) is the international standard to transmit, store, retrieve, print, process, and display medical imaging information.] 

· The institutional telehealth application complies with other relevant guidelines of this chapter namely; guidelines on ICT policy, strategy, and regulations for Healthcare; Specific Data Protection considerations; and Permanent evaluation of ICT health applications and services.
Mechanisms
· The management, in collaboration with the ICT and health units, should develop and communicate a plan for incorporating telehealth within the institution while identifying set of applications with their advantages to internal and external users. They should take account of the technological parameters and costs.
· The ICT unit in collaboration with the health unit should carry out an implementation plan for the Telehealth services and the required products and infrastructure. 
· The ICT unit, with assistance from specialized units, should prepare a training plan for all staff involved in the utilisation and maintenance of telehealth application.
· The ICT unit should provide the technical support to telehealth application and frequent trainings to users whenever needed.
·  The management should ensure technical and operational coordination with telecommunications companies within the framework of existing agreements.
[bookmark: _Toc527627195]Guideline 7: The use of social media to communicate on health related matters
The institution uses social media to improve dissemination of knowledge to and from the health workforce in order to:  promote health education messages, raise awareness, ensure equal access to workplace health promotion messages; disseminate information in case of health emergencies; run community-based health campaigns; generate interactive platforms to share and discuss health related issues and concerns; and to receive feedback. 
Social media, such as Facebook and Twitter, is an important means of conveying and receiving messages for health organizations, as well as information sharing with individuals and communities. They generate interactive platforms for health education and disease prevention. In line with Workplace Health Promotion Guideline on Ensuring equal access to workplace health promotion, the social media can be used to communicate regularly with the insured population, providing information on workplace health promotion services, and activities.  
Structure 
· The board and management should adopt the strategic use of social media in communicating with the public for the purpose of health education and dissemination of information as well as seeking feedback on services. This adoption should include a thorough analysis of opportunities, risks, challenges, and mitigating measures.  
· The management to identify certain social media platforms to be utilised by the institution with policies to carry out the objectives of this utilization and observe the best interest of the institution and beneficiaries. 
· The institution’s deployment of social media should be in accordance with ISSA Guidelines on Communication Chapters C on “Communication Unit” and E on “External Communication”.
· The institution’s deployment of social media should conform with relevant guidelines in this chapter namely; guidelines on ICT policy, strategy, and regulations for Healthcare; ICT-based implementation of healthcare services in management and support functions; Specific Data Protection considerations; and Permanent evaluation of ICT health applications and services.
Mechanisms
· The management, in collaboration with the ICT and health units, should develop and communicate a plan for the use of social media in communicating with beneficiaries with an assigned set of responsibilities to ICT unit and admins of the social media platforms to be used. 
· A set of guiding rules is put in place, with the support of the legal unit, for the proper use of social media to ensure the best interest of the institution and prevent any perceived harmful, incorrect, misleading, or inappropriate communication to the public.  Similarly to screen, and reject any communication that is perceived as inappropriate or entails potential harm.

[bookmark: _Toc527627196]Guideline 8: Potential uses of emerging technology, big data and new data sources.
The institution develops appropriate technical capacities as well as robust governance structure and regulations enabling an effective and safe use of emerging technology in healthcare, and in particular data generated by the various applications of ICT and personal devices in health services. This governance structure follows the national policy or strategy regulating the use of big data in the health sector. 
The recent development of ICT applications in healthcare services, shows concurrent advances of new personal devices commonly known as internet of things (IoT), and medical devices and application that are connected to the healthcare IT system known as internet of medical things (IoMT). All have high potentials and are new data sources of an unprecedented scale and velocity. Big data analysis is to identify priorities and policies to improve health care, develop preventive strategies, support decision making and planning strategies. In turn, based on Big Data, Artificial Intelligence mechanisms enable to automate procedures.
Structure 
· The management commissions the ICT Unit and the health management to establish a work-plan of initiatives for applying emerging technology such as IoT, IoMT, and personal devices to improve health services as well as for building the required institutional capacity.
· The management to develop a governance framework around the development of statistics and research for evidence-based decision making. This is to ensure that the data are not misused and that individuals’ privacy remains protected throughout the process. 
· The institutional use of big-data should follow the International Standards Organisation regarding security of electronic health records communications (ISO/TS 13606-4:2009) and the International Standards Organisation regarding data protection to facilitate trans-border flows of personal health data (ISO 22857:2011).
· The institutional use of big-data should conform with chapter B.2. of this set of guidelines on “Data Security and Privacy” as well as, the relevant guidelines in this chapter namely; Specific Data Protection considerations; and Permanent evaluation of ICT health applications and services.
Mechanisms
· The management, in collaboration with the ICT and health-related units, should identify initiatives for applying tools of new technologies such as; Big Data, Analytics, Artificial Intelligence, IoT, IoMT, and personal devices to improve health services that may include preventive measures and home monitoring for long-term care. 
· The management should encourage the use of personal devices and IoMT in what serves the institution’s vision and establish partnerships with telecommunication providers for this purpose. 
· The management should establish capacity building activities for ICT and health staff besides generating new staff profiles such as health data analysts, etc.
· With the support of the legal unit, the institution should conform to data de-identification standards and data sharing agreements and contracts in order to bind data recipients to follow data protection requirements. 
· The ICT Unit together with the health-related units should ensure adherence to standards in health data and technology in order to achieve a secure, timely and accurate exchange of data for health decision-making.
· The management should establish support systems for patients to register complaints, and delegate the legal unit to pursue criminal penalties and/or fines for data misuse.
[bookmark: _Toc527627197]Guideline 9: Specific Data Protection and Privacy considerations
The institution implements e-Health complying with specific Data Protection regulations and setting-up strict data protection mechanisms given the highly private and sensitive nature of personal health data and the pertaining medical confidentiality. The institution implement healthcare data security solutions that will protect important assets while also satisfying healthcare compliance mandates.
The electronic collection, storage, processing and transmission of personal health data, and medical information adhere to the highest standards of data protection that completely safeguards confidentiality of medical and administrative records.
Structure
· The board and the management adopt policy on health related data privacy, security and observation of medical confidentiality with zero tolerance to breaches.
· ICT-based health systems should comply with national regulations as well as with the terms established by international agreements involving cross-borders health data exchange. 
· The management should invest in appropriate safeguards and security measures to enforce data privacy and security policies.  
· The ICT unit should ensure secure online management of health data and secure data access centres and remote systems.
· The management, with the assistance of specialized units, should organize security audits so as to guarantee compliance with policies on the protection of personal health data, and medical records.
· The management to communicate a consent management policy based on the national health regulation for the utilisation and sharing of data.  
· The institution should conform to Chapter A.5 of ICT guidelines on “Data and Information Management” and Chapter B.2 on “Data Security and Privacy”. Similarly, the International Standards Organisation regarding security of electronic health records communications (ISO/TS 13606-4:2009) should be observed as well as the National standards of medical record confidentiality
Mechanisms
· The ICT unit, in collaboration with health business areas, should implement appropriate security and data protection measures as a precondition to the deployment of eHealth systems, in particular: 
· Authentication of users and securing access to corporate networks, protecting the identities of users, and ensuring that a user is who he claims to be.
· Data encryption preventing unauthorized access of sensitive data. The encryption scheme should be efficient and easy to use. 
· Data masking for data anonymization, replacing sensitive data elements with an unidentifiable value so the original value cannot be returned from the masked value.
· An access control policy for users utilising the information system, in particular based on the privilege and right of each practitioner authorized by patient or a trusted third party.
· The management should establish an active regulation to seek a patient’s consent for collecting, processing, or sharing health related information that guarantee the requirements of protection and medical confidentiality as well as the necessary practicability and flexibility of the system.
[bookmark: _Toc527627198]Guideline 10: Permanent evaluation of ICT health applications and services
The institution implements permanent evaluation and improvement mechanisms of ICT health applications and services in order to estimate whether they generate the expected results and if they match the institution’s objectives while achieving return on investments, thus determining relevant adjustments when deemed necessary.  
In order to achieve continuous improvement, permanent and systematic evaluation should be based on performance indicators and service quality evaluation involving the main stakeholders and the public. Using a standard model increases the institution’s ability to compare its performance against institutions in other countries with similar ICT-based health applications as well as the same applications’ performance over time.
Structure
· The management designs and implements a permanent evaluation mechanism aligned with the institutional strategies that enables the institution to track and assess the results of implementing the eHealth services and applications.
· The institution should follow Chapter A.3 of these set of guidelines on “ICT Investment and Value Management” as well as Chapter C of ISSA Guidelines on Service Quality on “Continuous Improvement”.
Mechanisms
· Management should assign responsibilities and accountability (who), and should determine the approach (how) and timing (when) for measuring the results and the proper reporting mechanism to the management.
· Those responsible for evaluation should solicit users and staff feedback to identify problem areas for further investigation and explore potential solutions.
· Those responsible for evaluation should deliver regular reports on performance results and service quality evaluation to the management with recommendations of improvement.
· The health unit should define performance and service quality indicators that provide insight into the adoption of eHealth and the tangible results for health and non-health stakeholders.
· Identifying indicators’ baselines and target measures to allow monitoring and evaluation of progress over the duration of implementation.
· Indicators should be aligned with the institutional performance system and contribute to calculating global indicators. 
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